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204.203 Taxpayer identification infor-
mation. 

(b) The procedure at FAR 4.203(b) 
does not apply to contracts that in-
clude the provision at FAR 52.204–7, 
System for Award Management. The 
payment office obtains the taxpayer 
identification number and the type of 
organization from the System for 
Award Management database. 

[78 FR 28757, May 16, 2013] 

204.270 Electronic Document Access. 

Follow the procedures at PGI 204.270 
relating to obtaining an account in the 
Electronic Document Access system. 

[75 FR 59102, Sept. 27, 2010] 

Subpart 204.4—Safeguarding 
Classified Information Within 
Industry 

204.402 General. 

DoD employees or members of the 
Armed Forces who are assigned to or 
visiting a contractor facility and are 
engaged in oversight of an acquisition 
program will retain control of their 
work products, both classified and un-
classified (see PGI 204.402). 

[71 FR 9268, Feb. 23, 2006, as amended at 76 
FR 76319, Dec. 7, 2011] 

204.403 Responsibilities of contracting 
officers. 

Contracting officers shall ensure that 
solicitations comply with PGI 204.403. 

[76 FR 76319, Dec. 7, 2011] 

204.404 Contract clause. 

204.404–70 Additional contract clauses. 

(a) Use the clause at 252.204–7000, Dis-
closure of Information, in solicitations 
and contracts when the contractor will 
have access to or generate unclassified 
information that may be sensitive and 
inappropriate for release to the public. 

(b) Use the clause at 252.204–7003, Con-
trol of Government Personnel Work 
Product, in all solicitations and con-
tracts. 

(c) Use the clause at 252.204–7005, Oral 
Attestation of Security Responsibil-
ities, in solicitations and contracts 

that include the clause at FAR 52.204– 
2, Security Requirements. 

[57 FR 14992, Apr. 23, 1992, as amended at 64 
FR 45197, Aug. 19, 1999] 

204.470 U.S.-International Atomic En-
ergy Agency Additional Protocol. 

204.470–1 General. 

Under the U.S.-International Atomic 
Energy Agency Additional Protocol 
(U.S.-IAEA AP), the United States is 
required to declare a wide range of pub-
lic and private nuclear-related activi-
ties to the IAEA and potentially pro-
vide access to IAEA inspectors for 
verification purposes. 

[74 FR 2412, Jan. 15, 2009] 

204.470–2 National security exclusion. 

(a) The U.S.-IAEA AP permits the 
United States unilaterally to declare 
exclusions from inspection require-
ments for activities, or locations or in-
formation associated with such activi-
ties, with direct national security sig-
nificance. 

(b) In order to ensure that all rel-
evant activities are reviewed for direct 
national security significance, both 
current and former activities, and asso-
ciated locations or information, are to 
be considered for applicability for a na-
tional security exclusion. 

(c) If a DoD program manager re-
ceives notification from a contractor 
that the contractor is required to re-
port any of its activities in accordance 
with the U.S.-IAEA AP, the program 
manager will— 

(1) Conduct a security assessment to 
determine if, and by what means, ac-
cess may be granted to the IAEA; or 

(2) Provide written justification to 
the component or agency treaty office 
for application of the national security 
exclusion at that location to exclude 
access by the IAEA, in accordance with 
DoD Instruction 2060.03, Application of 
the National Security Exclusion to the 
Agreements Between the United States 
of America and the International 
Atomic Energy Agency for the Applica-
tion of Safeguards in the United States 
of America. 

[74 FR 2412, Jan. 15, 2009] 
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